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1. [bookmark: _Toc180153810][bookmark: _Hlk163492331]Chapter 1: Regulation 
The European Union's Digital Decade was formulated as a strategic vision for Europe's digital transformation by 2030, aiming to boost digital skills, infrastructure, and technology across the EU. In a complementary development, the previous European Commission of 2019-24 undertook a large number of initiatives to create a legal and regulatory framework for digital markets that are competitive, fair and inclusive, while at the same time protecting EU citizens’ values and rights.
The most wide-reaching EU laws enacted under the outgoing Commission are ex-ante regulations that prohibit certain behaviour and mandate the adoption of others, such as the Digital Markets Act (DMA), the Digital Services Act (DSA), and the Artificial Intelligence Act (AI Act). These became fully applicable on 2 May 2023 and 17 February 2024, respectively, while the AI Act entered into force on 1 August 2024 will become applicable in steps until 1 August 2027. These different legal instruments are in their implementation phase, as is the Gigabit Infrastructure Act of 2024.
We are now entering the second half of the Digital Decade, to be overseen by the second von der Leyen Commission during the years 2024-2029. Some important legal acts will have to be finalised, such as the ePrivacy Regulation and the AI Liability Act, and the European Electronic Communications Code (EECC) will have its first review, too.
The Letta and Draghi reports are focused on the completion of the internal market, and the EU’s waning international competitiveness, respectively. They combine the call for reducing obstacles for firms to grow organically or inorganically with the proposal to reduce regulation and refocus competition policy on expected gains from scale. This was quickly taken up by EU telecoms operators as carte blanche for mergers in national markets.
A recent survey study for the EU[endnoteRef:2] has found that competition in domestic markets makes firms in traditional export industry sectors more innovative and cost-effective, turning them more competitive in international export markets. Even more than competition in their own market, respondents indicated that well-functioning and competitive markets for their inputs are essential for their own competitiveness, providing inputs at reasonable costs and of high quality. On the other hand, respondents did not agree with the proposition that domestic competition was limiting their size in a manner that is detrimental to their export performance. [2:  https://competition-policy.ec.europa.eu/system/files/2024-06/KD0224126enn_exploring_aspects_of_the_state_of_competition_in_the_EU.pdf] 

The above-mentioned survey results were from traditional sectors which are not representative of the digital economy with its strong economies of scale and network effects, though the importance of fairly priced high-quality inputs will be the same. In digital markets, size does indeed matter. Therefore, if the EU wants to be internationally competitive in digital markets, it indeed needs to eliminate barriers to growth, especially national barriers due to inconsistent and overlapping laws. But the important lesson from the above-mentioned study is that it matters whether scale and the accompanying market power are left to arise in final product or input markets. For example, electronic communications are a decisive input for all producers of digital goods and services. It is vital that innovation and quality improvement happen in this input market, but also that policy changes intended to increase scale and investment in this market do not lead to higher prices or worse services. These would then reduce EU competitiveness in present and new export markets, contrary to what is intended.
Zenner, Marcus and Sekut compiled an overview of EU laws that affect the digital economy. As of June 2024, they counted 87 applicable laws, 21 law in the legislative process, and 8 planned initiatives.[endnoteRef:3] Evidently, complying with so many laws and regulations, even if not all apply to the same companies, is hard even for large firms. Legislation needs to be consolidated, simplified, harmonization at EU level should be strengthened, and smaller firms should not have their growth hindered by a stranglehold of regulation. [3:  https://www.bruegel.org/dataset/dataset-eu-legislation-digital-world] 

The PromethEUs position paper of April 2024, “Digital for Growth: Strengthening the Single Market and Reviving EU Competitiveness,” provided 10 recommendations, three of which concern the topic of regulation. We elaborate on these in turn.
Reducing red tape at EU and national level, especially for startups and other entities expanding internationally: the scaling-up process should be facilitated by achieving the Digital Single Market, but more specifically:
· Regulatory and administrative fast-track mechanisms, to reduce regulatory hold-up
· Regulatory one-stop-shop: EU portal where startups can access centralized information from across Member States, and submit permit and license requests that permit them to operate in multiple countries
· Creating regulatory sandboxes, where startups can test new digital products and services, reducing the risk and burden of regulatory compliance
· Create clear processes under the DMA to receive startups’ complaints and resolve them quickly

Streamlining EU digital legislation, making it simpler and increasing consistency: As mentioned above, digital providers have to navigate more than 100 different existing and upcoming laws. This burden could be reduced via:
· Provision of consolidated texts, gathering and reconciliating the existing legislation
· Streamlining data privacy rules for firms with users in multiple countries
· Eliminating overlaps between multiple legal instruments or at least publishing clear guidelines on how to apply them jointly
· Simplify and unify compliance and reporting procedures over different legal instruments
· Consistently apply “Better Regulation” principles to the creation, revision and extinction of legal instruments

Facilitating interoperability and open digital ecosystems: As was later equally pointed out in the Draghi report, the European Commission should go beyond the DMA in advancing interoperability and open digital ecosystems. This could be done by:
· Completing the EU data spaces and leveraging their scale
· Enforcing the DMA and DSA quickly and effectively
· Promoting open common standards for service and data interoperability
· Mandating or incentivising the use of open Application Programming Interfaces (APIs), at least in specific sectors such as healthcare, smart cities, or finance
· Support open-source initiatives that promote interoperability



2. [bookmark: _Toc180153811]Chapter 2: Investment

The European Union has a unique opportunity to establish itself as a major player in the global technology landscape. However, nowadays, the EU depends on third countries for more than 80% of its digital products, services, infrastructure and intellectual property (IP), unlike the US and China which have shifted their economic model towards ICT. From 2013 to 2023 the EU's share of global ICT revenues fell from 22% to 18%, while that of the United States increased from 30% to 38% and China’s from 10% to 11%[endnoteRef:4].  [4:  Report, THE FUTURE OF EUROPEAN COMPETITIVENESS — PART B, 2024] 

A crucial challenge emerges from Mario Draghi’s Report that without a clear strategy of technological autonomy, the European Union risks becoming only an outlet market for technologies developed elsewhere. Aspects such as the regulatory framework or financial support need to be thoroughly rethought to ensure that the EU can grow independently and truly competitively.
Funding for digital in the 2021-2027 Multiannual Financial Framework[endnoteRef:5] should be revised upwards. In fact, the current budget of the Digital Europe Programme (less than €10 bn over 7 years)[endnoteRef:6] is evidently not adequate to fulfil the ambition of bridging the gap with the US and China.  [5:  https://digital-strategy.ec.europa.eu/en/activities/funding-digital]  [6:  https://commission.europa.eu/strategy-and-policy/eu-budget/performance-and-reporting/programme-performance-statements/digital-europe-programme-performance_en] 

It is therefore clear that competitiveness can only be within reach through targeted investments. For example, in the AI technology field, the European Union still has a long way to go. While the development of EU AI plans is broadly in line with international best practices, the investment targets are still too vague.
Looking at the data, the US was leading in financial private investment in AI startups and scaleups ($67.2 bn) in 2023, followed by China ($7.8 bn). The amount invested in AI by the US was roughly 8.7 times greater than the amount invested in China, and 17.8 times that invested in the UK ($3.8 bn). The top three EU countries in the ranking (Germany, Sweden and France) reported a total value of financial private investment in AI (about $5.5 bn), slightly higher than that recorded by the UK alone. The AI investment gap between the US and the EU appears to be widening over time. In fact, while AI private investments have decreased in the European Union plus the UK (-14.1%) since 2022, the US has seen a significant increase (22.1%) during the same period[endnoteRef:7].  [7:  Stanford University, AI Index Report, 2024] 

OECD data also highlights the gap between the EU, the US and China in the amount of VC investment in AI.
Lower private investments weigh on the EU’s competitive position and the risk is for Europe to become totally dependent on AI models designed and developed abroad. 
Moreover, Europe suffers from very limited private investments in quantum technologies compared to other countries. Five of the top ten tech companies globally ranked in terms of investment in quantum technologies are based in the US and four in China, while none are based in the EU[endnoteRef:8]. However, in the quantum race, the EU can rely on key strengths such as large government investment[endnoteRef:9], excellent skills and research capabilities. [8:  Report, THE FUTURE OF EUROPEAN COMPETITIVENESS — PART B, 2024]  [9:  McKinsey, Quantum Technology Monitor 2023] 

The Digital Europe Programme strengthens investment in a range of areas including semiconductors. However, despite the Chips Act, overall investment and public support for semiconductor production in the EU remains below that in the US. The EU’s semiconductor industry is investing below what is needed to sustain expected demand and the governance of chips investments in the EU suffers from lengthy processes and the conflicting, uncoordinated stands of Member States[endnoteRef:10]. [10:  Report, THE FUTURE OF EUROPEAN COMPETITIVENESS — PART B, 2024] 

The lack of ambition for digital investment targets contrasts with the overarching objective of the EU Digital Programme to build a globally competitive digital ecosystem. Therefore, the Commission should adequately define and justify the objectives and establish a comprehensive performance monitoring system for EU digital technologies investments. 
Therefore, to ensure that European startups and companies grow and become key players in the digital market, it is essential to accelerate the European capital market, promoting greater integration and simplifying access to funds. Especially in the startup and scaleup phase, companies would benefit from better well-functioning European markets for risk capital. At present, foreign investments dominate the scaleup funding rounds. Dynamic and innovative EU businesses often do not have sufficient capital to compete globally and are obliged to seek funding abroad or to relocate overseas. European tech startups, for example, are much more frequently acquired by US firms than the other way round. This can be explained by the lack of access to venture capital (VC) investments compared to the US, where VC investments were ten times higher than in the EU in 2022[endnoteRef:11]. [11:  https://www.consilium.europa.eu/en/policies/european-capital-markets/] 


This chapter would also address the following digital priorities with specific proposals:
· Within the reassessment of EU budget priorities (e.g., the growing focus on defense and security), the budget of the Digital Europe Programme should be markedly revised upward: as mentioned above, the current budget (less than €10 bn over 7 years in 5 areas) does not match individual investments by the world’s largest companies in one single technology.    
· Introducing more coordination in key technology investment (e.g., AI): the EU budget not only needs to be increased but also better coordinated with other EU programs and especially with Member States. Here, the coordinated plan for AI, started in 2018, should be resumed and strengthened, as well as its governance (with some form of sanctioning mechanisms for non-complying MSs set in place). 
· Accelerating the Capital Markets Union: the current national scale of financial investment in innovative companies is detrimental to the growth of European startups, as well as of EU financial institutions such as venture capital and private equity funds. As clearly presented in both the Letta and Draghi Reports, the lack of a real single capital market encourages a sizeable outflow of savings from the EU abroad and, particularly, to the US, funding the innovation ecosystem of the latter and depriving Europe of needed resources (also as it is not balanced by comparable capital inflows).    



3. [bookmark: _Toc180153812]Chapter 3: Empowering SMEs: The Role of Upskilling, Reskilling, and Sectoral Dataspaces in Southern Europe

In Southern Europe, small and medium-sized enterprises (SMEs) are at the forefront of the region's economic transformation, facing challenges and opportunities in adapting to the digital and green transitions. Several EU and national programs in Spain, Portugal, Italy, and Greece are helping SMEs upskill and reskill their workforce to meet the growing demands of emerging technologies and sustainable practices. These initiatives aim to bridge the skills gap, boost competitiveness, and foster innovation by providing SMEs with access to advanced digital tools, sector-specific training, and collaboration platforms. Programs like Reskilling for Employment (R4E) and DIS4SME are pivotal in ensuring that SMEs remain competitive in rapidly changing markets, while sectoral dataspaces drive secure and efficient data-sharing solutions.
Upskilling and Reskilling Programs Targeting SMEs in Southern Europe
Several upskilling and reskilling programs targeting SMEs are being implemented across Spain, Portugal, Italy, and Greece, driven by both national initiatives and EU-supported frameworks. These programs aim to equip SMEs with the skills required for the digital and green transitions, ensuring their competitiveness in rapidly changing markets.
The European SME Strategy[endnoteRef:12] supports SMEs across Southern Europe by offering access to resources like the Enterprise Europe Network (EEN) and Digital Innovation Hubs (DIHs). These platforms provide training in advanced digital tools, helping SMEs adopt cutting-edge technologies. Additionally, the EU facilitates access to financing mechanisms through programs like COSME and the European Social Fund, which help SMEs improve their workforce’s skills. [12:  https://digital-skills-jobs.europa.eu/en/actions/european-initiatives/sme-strategy-sustainable-and-digital-europe] 

Spain is actively participating in various initiatives aimed at upskilling SME employees. The R4E initiative[endnoteRef:13], part of a broader EU strategy, operates in Spain to reskill over one million workers by 2025, with a particular focus on the green and digital transitions. Additionally, under Spain’s Recovery and Resilience Facility, the government is investing in digital skills for SME employees, particularly in industries such as tourism, healthcare, and agriculture. Programs like DIS4SME[endnoteRef:14]  focus on data interoperability and digital skills, helping SMEs integrate digital transformation strategies. [13:  https://reskilling4employment.eu/es/espana/]  [14:  https://digital-skills-jobs.europa.eu/en/opportunities/training/dis4sme-training-courses-smes] 

Portugal also participates in the R4E initiative[endnoteRef:15] and offers sector-specific labs focusing on green and digital jobs. These initiatives aim to equip workers in industries like energy and manufacturing with the skills needed for the digital economy. Additionally, the Digital Europe Programme[endnoteRef:16] plays a crucial role by providing training in emerging technologies such as artificial intelligence and data management. The collaboration between R4E and national entities like IEFP (Institute of Employment and Vocational Training) ensures that SMEs receive the necessary support to upskill their workforce. [15:  https://reskilling4employment.eu/en/portugal/]  [16:  https://digital-skills-jobs.europa.eu/en/actions/european-initiatives/sme-strategy-sustainable-and-digital-europe] 

Italy’s National Strategic Plan for Upskilling and Reskilling[endnoteRef:17] is a comprehensive approach designed to provide tailored training for SME workers, especially in green technologies and digital innovation. Italy's participation in the DIS4SME initiative provides short-term courses on key areas like cloud computing, artificial intelligence, and data skills. These efforts align with Italy's broader strategy of customizing training paths to meet the specific needs of SMEs, particularly in the energy and manufacturing sectors. [17:  https://www.cedefop.europa.eu/en/news/italy-national-strategic-plan-upskilling-and-reskilling-adults] 

Greece is also part of the DIS4SME initiative and Pact for Skills[endnoteRef:18], focusing on improving digital literacy for SME workers. These programs aim to enhance skills in areas such as data management, cybersecurity, and artificial intelligence, which are crucial for navigating digital and green transitions. Greece's initiatives are further supported by its participation in EU-wide efforts[endnoteRef:19], ensuring SMEs are equipped to meet emerging market demands. [18:  https://pact-for-skills.ec.europa.eu/index_en]  [19:  https://ec.europa.eu/newsroom/empl/items/848844/] 

Challenges and Opportunities
Southern Europe’s SMEs face several challenges in upskilling and reskilling efforts, such as limited digital literacy, infrastructure, and financial barriers. While access to advanced digital tools and funding support through programs like COSME and DIS4SME helps, many SMEs struggle with regulatory and administrative hurdles. Additionally, traditional businesses often resist digital and green transitions, hampering their engagement in available training. However, these challenges are accompanied by opportunities: sector-specific training in fields like energy, tourism, and agriculture, EU-backed funding initiatives, and collaborative ecosystems between public and private sectors can drive innovation and growth, ensuring SMEs remain competitive in a digitally driven market.
Sectoral Dataspaces in Southern Europe
Sectoral dataspaces are emerging as key drivers of digital transformation and innovation. These initiatives are part of the broader European Union strategy[endnoteRef:20] to foster secure and efficient data sharing across various industries. By enabling cross-border data exchange and collaboration between public and private sectors, these dataspaces aim to enhance competitiveness and drive economic growth, particularly in crucial sectors like agriculture, energy, healthcare, and mobility. [20:  https://digital-strategy.ec.europa.eu/en/policies/strategy-data] 

Spain is actively involved in the development of several sectoral dataspaces, particularly through its involvement in the Gaia-X initiative[endnoteRef:21], which promotes data sovereignty and cross-sector collaboration. Spain has launched a national Gaia-X hub, which focuses on fostering data ecosystems in sectors like sustainable mobility, agriculture, and healthcare. One of the most notable projects is the European Mobility Data Space (EMDS)[endnoteRef:22], which aims to improve intelligent transport systems through integrated data-sharing solutions across borders. In addition, Spain is also involved in the International Data Spaces Association (IDSA)[endnoteRef:23] with a goal to provide the national meeting point for fostering the development of Spain’s trustworthy, sovereign data ecosystem and data economy. [21:  https://datos.gob.es/sites/default/files/blog/file/infografia-gaia-datos-europeos_en_0.pdf]  [22:  https://data.europa.eu/sites/default/files/course/Slides EMDS webinar.pdf]  [23:  https://internationaldataspaces.org/make/network/] 

Portugal is similarly involved in the Gaia-X initiative[endnoteRef:24], focusing on creating sectoral dataspaces in energy, agriculture, and manufacturing. The Portuguese government is promoting cross-border data exchange, particularly within the context of European Health Data Spaces (EHDS)[endnoteRef:25], which aims to revolutionize the healthcare sector through enhanced data access and sharing. In addition, Portugal is involved in the IDSA to foster collaboration between companies, associations, academia and government bodies to accelerate technological advances, promote digital literacy and transition, and boost economic growth and citizens’ quality of life through innovation in ICT. [24:  https://tice.pt/en/gaia-x]  [25:  https://eithealth.eu/wp-content/uploads/2024/06/EHDS-white-paper-Portugal.pdf] 

Italy’s focus on mobility, energy, and manufacturing dataspaces aligns with the European Union's vision for a digital economy. Italy is heavily involved in the IDSA, which promotes secure and sovereign data exchange across sectors. Italy is also playing a major role in the European Mobility Data Space[endnoteRef:26], helping to develop interoperable data infrastructures that support cross-border transport systems. These efforts are part of Italy’s commitment to enhancing its industrial and digital capacities. [26:  https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/13566-Transport-data-creating-a-common-European-mobility-data-space-communication-_en] 

Greece is participating in the Gaia-X network[endnoteRef:27] and is focusing on agriculture and energy dataspaces. It also participates in IDSA through the University of Patras and is oriented on research and development in cutting edge scientific and technological fields. Greece's involvement in these dataspaces aims to modernize its traditional sectors by incorporating data-driven solutions, such as smart agriculture and renewable energy management. Through these initiatives, Greece seeks to bolster its digital transformation and sustainable growth. [27:  https://gaiax.gr/] 

Challenges and Opportunities
While Southern Europe is making significant strides in the development of sectoral dataspaces, there are still challenges to overcome. These include the lack of infrastructure in some regions, legal and regulatory barriers to data sharing, and the need for improved digital literacy among businesses and workers. However, the benefits of sectoral dataspaces are substantial, offering opportunities for innovation, growth, and enhanced competitiveness. Sectoral dataspaces enable secure data sharing among diverse actors within each industry, ensuring that data sovereignty is maintained while allowing companies to collaborate across borders. For example, in the agriculture sector, dataspaces can facilitate the exchange of data on precision farming techniques and sustainable practices, while in the energy sector, they can support the integration of renewable energy sources and smart grids.
Conclusion
SMEs in Southern Europe are at the heart of the region's shift toward digitalization and sustainability. Through the support of EU-backed programs such as R4E and DIS4SME, along with national initiatives, SMEs are gaining access to essential training and digital tools. These initiatives are helping bridge the skills gap, particularly in key industries like energy, agriculture, and tourism, ensuring that SMEs remain competitive in the evolving market. Moreover, the emergence of sectoral dataspaces, such as those driven by Gaia-X and the IDSA, is facilitating secure and efficient data-sharing across borders and sectors. These efforts are not without challenges, as SMEs face barriers like limited infrastructure and digital literacy. However, the opportunities presented by upskilling programs and sectoral dataspaces offer significant potential for innovation, competitiveness, and sustainable growth. By embracing these initiatives, Southern Europe’s SMEs are better equipped to navigate the green and digital transitions, ensuring their role as key players in the region's economic transformation.

4. [bookmark: _Toc180153813]Chapter 4: Geopolitics

Lessons from the last European Commission’s mandate (2019-2024) show that the international engagement of the European Union institutions in technology policy with third partners has largely increased. The institutionalization of dialogues with other countries has been translated into structured platforms for trust and information exchange, Tand, in some cases, for joint decisions on implementation roadmaps. This is the case of the EU-US Trade and Technology Council, the EU-India Trade and Technology Council, the Digital Partnership Agreements with many Indo-Pacific countries -Japan, Republic of Korea, and Singapore-, the launch of the EU-LAC Digital Alliance, or the strengthening of the Digital Agenda for Western Balkans.
Also, this mandate witnessed the first-ever coordinated support from the 27 Member States to digital diplomacy through the endorsement of the Conclusions from the Council of the EU in July 2022 on establishing a framework of digital diplomacy which serves as umbrella to coordinate all actions related to the foreign policy of EU’s technology policy. This includes security issues -e.g. the negotiations of the Framework for Responsible State Behaviour on cyber norms at the UN-, economic topics -e.g. investments from the Global Gateway onto third countries, or agreements on telecommunications, 5G and others in third partners- and in regulatory convergence efforts -e.g. the establishment of the San Francisco EU Office singularly devoted to giving outreach to the digital policy legislative files showcases this third pillar.
However, if the European Union’s perspective has been focused since 2019 on sovereignty and open strategic autonomy, the new mandate in 2024 kicks off with a paradigm shift towards economic security. For this to happen, Member States, including Greece, Italy, Portugal and Spain, need to reflect on their own national approaches on how to Promote innovation, Protect our competitiveness and our technological capabilities, and Partner with trusted partners outside the EU but also through a strengthening of the cooperation across Member States. 
In particular, the proposed strategy is also addressed to Member States and has direct effects in countries from Southern Europe. It sets out a common framework to develop a thorough assessment of risks to economic security in four risk areas: supply chains, including energy security; physical and cyber security of critical infrastructure; technology security and leakage; and weaponization of economic dependencies or economic coercion. This risk assessment should be carried out by the Commission and Member States in cooperation with the High Representative for Foreign Affairs and Security Policy, where appropriate, and with input from the private sector. Concretely, the requirements for Member States are to establish a list of critical technologies and a risk assessment with a view to devising appropriate mitigating measures; and a joint examination of what security risks can result from outbound investments.
This shift from sovereignty towards economic security has also moved the discussion from the twin transition -digital and green- towards a multi-pronged approach where industrial policy and competitiveness will be the core elements of upcoming years, by touching upon three elements: digitalization, climate and energy, and a further strengthening of the industrial and innovation base of defense and security. 
In this line, the chapters related to the digital priorities of the European Union related to international engagement will focus on two main priorities:
Encouraging and entrusting digital diplomacy efforts
The newly-created, first-ever Commissioner-designate for Tech Sovereignty, Security and Democracy (with an Executive Vice-President role) should put digital diplomacy at the center of its international engagement roadmap. Mission letter[endnoteRef:28]  from the President of the European Commission, Ursula Von der Leyen, asks Henna Virkkunen to boost productivity with digital technology diffusion, strengthen EU’s digital competitiveness, intensify investments concerning the next wave of frontier technologies -in particular, quantum computing, supercomputing, semiconductors, the Internet of Things, genomics, space tech and beyond-, and requests a long-term EU Quantum Chips plan. Due to the limited capacity in resources, technical maturity and competitive market players on EU soil, as it will be analyzed in the long document, the Commissioner-designate should channel these developments through international engagement initiatives with key partners, identified based on the level of mutual benefit and strategic interest, by ensuring these partnerships are sustainable and based on a level-playing field. [28:  https://commission.europa.eu/document/3b537594-9264-4249-a912-5b102b7b49a3_en 
] 

Candidate countries for accession to the EU should be a relevant element of EU’s digital diplomacy efforts. Many countries have moved forward in the compliance with the required elements by the EU to enter into the process of being considered as candidate countries, such as Ukraine, Georgia or Moldova, among others. The convergence and coherence in digital policy issues, including telecommunications, technical standards, cybersecurity certification schemes, electronic communications, or the transmission of personal data, are areas where the EU should get involved further, not only from a domestic policy perspective, but also through the lens of foreign policy. Candidate countries are also affected by third partner’s interference in some areas such as disinformation or are particularly vulnerable in assets such as cables or data centers’ security and resilience. The EU’s international engagement should focus on making sure these vulnerabilities are overcome and there are no harmful influence from illiberal countries.
Current structures of digital diplomacy with abovementioned countries should be stable and structured. Changes in geographic priorities during this new mandate should not mean a reduction of interest in some initiatives such as the EU-LAC Digital Alliance. Also, external factors such as the U.S. elections should be observed in order to guarantee that the EU-US Trade and Technology Council keeps on track and serves as a tangible platform to provide specific measures and joint cooperation areas. Trust is needed to ensure technological competitiveness within the EU and outside with third partners. 
Strengthening the voice from Member States in the EU’s Economic Security Strategy proposal and its related initiatives
Based on reports from DigitalEurope on critical technologies gap, European Parliamentary Research Service’s written products, and other sources, this chapter will focus on the importance of addressing the technological dimension of the economic security challenge of the EU. 
In particular, since 2023, the European Commission has developed a comprehensive approach to economic security based on three pillars: Promoting EU competitiveness; Protecting against risks; and “Partnering”, or associating, with as many countries as possible.
Initiatives taken so far have addressed greater control of foreign investment in the EU (inbound investment screening), establishing greater European coordination in the field of export control (export control regime), consulting Member States and stakeholders to identify potential risks arising from outbound investment in a narrow set of technologies (outbound investment screening), promoting the security of scientific research (research security) and the development of technologies with dual-use potential.
The technological dimension of economic security is the beginning and end of this debate. It is recognized as one of the four risks for the European Union, and the various technological verticals are part of each of the policies to be developed from now on. The first result of this effort has been the recommendation for a list of critical technologies developed with the Member States, where advanced semiconductors, Artificial Intelligence, quantum technologies and biotechnology. In addition, one of the EU's increasingly important funding instruments is the EU's Research and Technological Development Plan (RTD).
This chapter will focus on particular policy needs and recommendations to improve the inclusion of technological needs into the policy-making process that is currently ongoing in the areas of outbound investments (which is a newly proposed policy area with limited certainty), dual-use, research security in critical technologies, and a proposal for the governance and structuring of economic security at the EU and across Member States.     
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